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EXECUTIVE SUMMARY 

The SUNRISE project aims to accelerate the safe deployment of Cooperative, Connected, 

and Automated Mobility (CCAM) technologies by developing and demonstrating a Safety 

Assurance Framework (SAF). The project addresses the challenges of safety assurance in 

CCAM systems by focusing on a mixture of physical and virtual testing, scenario databases, 

validation methods, and harmonisation of standards. 

To develop the Safety Assurance Framework, one part of the project identifies requirements 

from different stakeholders, including regulatory bodies, consumer testing organisations, 

solution providers, and research institutes. The requirements cover aspects such as scenario 

description, scenario content, and data framework. The project emphasises the importance of 

a common approach to testing and validation, enabling standardised results, improved 

analysis, and comparability for the introduction of CCAM systems. 

This deliverable presents the requirements identified by stakeholders for the data framework 

and scenario databases. It describes the process followed to gather and agree on the 

requirements, as well as the clustering of requirements. The intended audience for the 

deliverable includes consortium partners working on technical tasks 5.2, 5.3, 6.1 and 6.2. 

The deliverable also provides a short description of the data framework and the external 

scenario databases content. The data framework enables user access to these external 

scenario databases, including uploading new scenarios, searching for scenarios, and 

storing/retrieving test results. The external scenario databases content encompasses the 

format for storing scenarios, metadata, relevant outputs, scenario data origin, and the 

scenarios themselves. 

The SUNRISE T5.1 follows a collaborative approach to gather requirements, involving 

partners' expertise and extensive discussions. The requirements are refined through 

iterations, ensuring consistency, coherence, and alignment with the SUNRISE's vision. The 

finalised requirements are grouped into clusters based on their topics, and each cluster is 

assigned a unique identifier for easy reference. 

The deliverable serves as a fundamental source for various work packages within the 

SUNRISE project and will be used in tasks related to data framework harmonisation, quality 

metrics development, interface synchronisation, and architecture development. 

Overall, the SUNRISE project strives to establish a comprehensive Safety Assurance 

Framework and a federated scenario databases approach that will enhance the validation and 

assurance of CCAM systems, promote harmonisation, and facilitate the safe deployment of 

these technologies. 
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1 INTRODUCTION 

1.1 SUNRISE project 

Safety assurance of Cooperative, Connected, and Automated Mobility (CCAM) systems is 

a crucial factor for their successful adoption in society, yet it remains a significant challenge. 

CCAM systems need to demonstrate reliability in all driving scenarios, requiring robust safety 

argumentation. It is already acknowledged that for higher levels of automation, the validation 

of these systems by means of real test-drives would be infeasible. In consequence, a carefully 

designed mixture of physical and virtual testing has emerged as a promising approach, with 

the virtual part bearing more significant weight in this mixture for cost efficiency reasons.  

Several worldwide initiatives have started to develop test and assessment methods for 

automated driving functions. These initiatives have already moved from conventional 

validation to a scenario-based approach and combine different test instances (physical and 

virtual testing) to avoid the million-mile issue. 

The initiatives mentioned above provide new approaches to CCAM validation, and many 

expert groups formed by different stakeholders are already working on CCAM systems’ testing 

and quality assurance. Nevertheless, the fact that there is a lack of a common European 

validation framework and homogeneity regarding validation procedures to ensure safety of 

these complex systems, hampers the safe and large-scale deployment of CCAM solutions. In 

this landscape, the role of standards is paramount in establishing common ground and 

providing technical guidance. However, standardising the whole pipeline of CCAM validation 

and assurance is in its infancy, as many of the standards are under development or have been 

very recently published and still need time to be synchronised and established as common 

practice. 

Scenario databases are another issue tackled by several initiatives and projects, providing 

silo solutions. A clear concrete approach should be used (at least at the European level), 

dealing with scenarios of any possible variations, including the creation, editing, 

parameterisation, storing, exporting, importing, etc. in a universally agreed manner. 

Furthermore, validation methods and testing procedures still lack appropriate safety 

assessment criteria in order to build a robust safety case. These must be set and be valid for 

the whole parameter space of scenarios. Another level of complexity is added, due to regional 

differences in traffic rules, signs, actors, and situations. 

Evolving from the achievements obtained in HEADSTART and taking other initiatives as a 

baseline, it becomes necessary to move to the next level in the concrete specification and 

demonstration of a commonly accepted Safety Assurance Framework (SAF) for the safety 

validation of CCAM systems, including a broad portfolio of use cases and comprehensive test 

and validation tools. This will be done in SUNRISE, which stands for Safety assUraNce 

fRamework for connected, automated mobIlity SystEms. 
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The Safety Assurance Framework is the main element to be developed in the SUNRISE 

project. As the following figure indicates, it takes a central role, fulfilling the needs of different 

automotive stakeholders that all have their own interests in using it. 

 

 
 

Figure 1: Safety Assurance Framework stakeholders 

The overall objective of the SUNRISE project is to accelerate the safe deployment of 

innovative CCAM technologies and systems for passengers and goods by creating 

demonstrable and positive impact towards safety, specifically the EU’s long-term goal of 

moving close to zero fatalities and serious injuries by 2050 (Vision Zero), and the resilience of 

(road) transport systems. The project aims to achieve this by creating and sharing a European 

federated database framework centralising detailed scenarios for testing of CCAM functions 

and systems in a multitude of relevant test cases, based on a harmonised simulation and test 

environment with standardised, open interfaces and quality-controlled data exchange. 

Following a common approach will be crucial for present and future activities regarding the 

testing and validation of CCAM systems, allowing to obtain results in a standardised way, to 

improve analysis and comparability, hence maximising the societal impact of the introduction 

of CCAM systems. 

The following figure shows the general overview of the SUNRISE project. 
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Figure 2: Overview of the SUNRISE Project 

1.2 Purpose of the deliverable  

The purpose of this deliverable is to present and describe the requirements identified by 

stakeholders for a SUNRISE Data Framework which includes the federated scenario 

databases. The stakeholders involved in this process include Homologation Technical Service 

(e.g., UNICE VMAD, FRAV, GRVA, WP.29), consumer testing organisations (e.g., Euro 

NCAP), Original Equipment Manufacturers (OEMs), scenario database host, and research 

institutes, having each of them different use cases related the data framework and SCDB 

content (SUNRISE D2.1).  

 

The deliverable provides an overview of the data framework and scenario database content 

definition (see chapter 2). The data framework serves as the backbone for user access to the 

federated scenario databases, facilitating activities such as uploading new scenarios, 

searching for scenarios, and storing or retrieving test results. The federated scenario 

databases content includes the format for storing scenarios, metadata, relevant outputs, 

scenario data origin, and the scenarios themselves. It should also include different data 

sources (accidents, naturalistic driving studies, field operational tests, etc.)  based on their 

feasibility and added value.  

 

Additionally, the document outlines different methodologies to gather and agree on the 

requirements, highlighting the collaborative nature of the effort (see section 3.2). It also 

includes information on how the requirements have been clustered based on their similar 

characteristics or attributes (see section 3.3), making it easier for stakeholders to locate 

specific requirements within the document. The aim is to ensure that the requirements are 

comprehensive, cover all relevant data sources used in the data framework, and contribute to 

or define harmonized descriptions in consensus with all stakeholders and the constituting 

scenario databases. This is crucial to ensure all the scenario databases included under the 
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SUNRISE federated layer provide same level of coverage of the required properties and 

features and encompass the full spectrum.  

Furthermore, the deliverable serves as a fundamental source for various work packages within 

the SUNRISE project, such as WP7 about use cases and framework demonstration instances 

development, WP8 on cooperation with international vehicle safety bodies & WP9 on 

dissemination and international cooperation. It will be utilised in tasks related to data 

framework harmonisation, quality metrics development, interface synchronisation, and 

architecture development.  

In summary, the primary purpose of this deliverable is to provide a detailed and 

comprehensive description of the requirements for the data framework and the constituting 

federated scenario databases. Additionally, it serves as a reference for related tasks (see 

section 1.4) within the SUNRISE project, promoting harmonisation and consensus among 

stakeholders. 

1.3 Intended audience 

The internal project audience is the key stakeholder of this deliverable as its results serve as 

a fundamental source for various work packages of SUNRISE. It contains requirements for 

the SUNRISE data framework from many different stakeholders. Task 5.2 is directly 

dependent on these results. It harmonizes the data framework and the scenario database 

(SCDB) content based on the developed requirements. This harmonisation is done mostly via 

templates, formats, standards, technical specifications, and especially ontologies. Results 

from this harmonisation support Task 5.3, where quality metrics are developed for SCDB 

content based on the aforementioned ontologies; Task 4.2, which synchronizes all data 

framework related topics to ensure correct interfaces; and Task 4.4, that develops the 

harmonized interfaces between core subsystems, including the integrated scenario 

databases. WP6 aims to create an architecture for the data framework, where the interfaces 

follow the results of WP5. Furthermore, the developed data framework will be considered in a 

data management plan to ensure proper data treatment. 

Another key stakeholder are the SUNRISE project external ones and the development of its 

federated approach, and the integration of different scenario databases are vital for type 

approval authorities and vehicles manufacturers. Results of this project will help in the 

homologation process of Advanced Driver Assistance System (ADAS) and Automated Driving 

System (ADS) functions to ensure safety and usability in many different countries. The 

intended audience on a regulatory level are different working groups at the United Nations 

Economic Commission for Europe (UNECE) and the European Commission (EC) with its 

member states. Their working groups usually are composed of contracting parties, national 

type-approval authorities (e.g., KBA, RDW), industry associations (e.g., OICA, CLEPA), 

technical services (e.g., TÜV, DEKRA), and several non-profit organizations (e.g., FIA, ETSC). 

For UNECE the relevant informal working groups are the “Validation Method for Automated 

Driving (VMAD)” and the “Functional Requirements for Automated and Autonomous Vehicles 

(FRAV)” as part of the Working Group on Automated and Connected Vehicles (GRVA). These 

groups are responsible for the development of guidelines with regard to requirements and 
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validation methods on automated functions and vehicles, which later will be adapted to UN 

Regulations of UN member states.  

For the European Commission an important working group is the Motor Vehicle Working 

Group (MVWG) and the Joint Research Centre (JRC) as a research institute for the EC. The 

EC is also able to define regulations that affect its member states. 

Moreover, Euro NCAP and its working groups are part of the intended audience as they 

perform highly regarded consumer testing(s) for all kinds of safety aspects of vehicles. 

Assisted and automated driving must be tested and rated accordingly, which can be supported 

by the SUNRISE data framework. The cooperation of SUNRISE with standardisation bodies 

(ASAM, ISO and SAE) is vital to foster new standardisation activities that are based on 

SUNRISE’ results. 

From an industrial perspective, vehicle manufacturers are the main audience of this project as 

the results will help them to ensure proper verification and validation methods for the safety of 

ADAS and ADS functions. 

The following figure demonstrates the workflow of SUNRISE Work Package 5, and the links 

between various tasks and this deliverable (output of T5.1) 

 
 

Figure 3: Workflow of SUNRISE Work Package 5. 
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1.4 Deliverable structure and relation with other work 
packages 

The content of this deliverable is divided in the following chapters: 

Chapter 2: SUNRISE Data framework. This chapter presents the data framework and the 

European federated scenario databases (SCDBs), and their meaning within the scope of 

SUNRISE Safety Assurance Framework.  

Chapter 3: Requirements. The method followed to gather the requirements for the data 

framework as well as for the Scenario Database content is described. Additionally, this section 

describes the clusters defined to group the identified requirements. As main outcome, this 

chapter contains the list of requirements grouped by clusters.  

Chapter 4: Conclusions. It describes the main highlights of the obtained results and how 

they will be used in the project. 

The content of D5.1 has been aligned with D2.1. Furthermore, D5.1 output will be used mainly 

by Task 5.2, where the list of derived requirements will be used as input for this task that will 

deal with harmonisation of the data framework content. The contribution to Task 5.2 is highly 

relevant since this task has a direct relation to WP3, WP4 and WP6. Further details on the 

relation between this deliverable and other SUNRISE work packages and tasks can be seen 

under Section 1.3 
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2 SUNRISE DATA FRAMEWORK 

2.1 Introduction 

The objective of this chapter is to present a thorough comprehension of two fundamental 

concepts pertaining to databases for cooperative, connected and automated mobility (CCAM) 

safety assessment: the data framework and the European federated scenario databases 

(SCDBs) content definition. Subsequently, pertinent, and coherent requirements for the 

scenario data framework can be established, building upon a shared understanding as the 

foundation. The knowledge of these terms was acquired through partner knowledge, involving 

extensive collaboration, discussions, and feedback throughout this task. 

The harmonized data framework described in this chapter will bring significant benefits to the 

various stakeholders involved in the SUNRISE project, as defined in section 1.3 of this 

deliverable.  Additionally, it will enable the use of participating databases in a federated 

approach. With the implementation of a harmonized data framework, stakeholders will have 

the ability to access scenarios from the diverse range of existing databases connected to it. 

The following sections provide a more detailed overview of both the data framework, as well 

as the federated scenario databases content. 

2.2 Data framework 

The data framework is a set of tools to enable user access to the various scenario databases 

that connect to it. This primarily concerns searching for scenarios in the various external 

scenario databases. Next to this, the data framework may also include facilitating the storing 

and retrieving test results of specific test cases in relevant scenario database or in a separate 

database alongside the existing scenario databases. All relevant information, especially 

descriptions / metadata, from the scenarios must be accessible and searchable through the 

data framework through a common and agreed query mechanism. 
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Figure 4 Environment of SUNRISE Data Framework 

 
Figure 4 provides an overview of the envisioned data framework. In this framework, the user 

accesses the scenario databases through the data framework. The user is diverse can 

consist of many roles within the user organisations. The data framework will retrieve the 

scenarios from the external scenario databases used in the Sunrise project. However, 

before retrieving the scenarios, certain processing steps are necessary to harmonize the 

scenario data which will be carried out by the individual databases. Furthermore, Various 

Data sources may be used in addition to the scenario databases to enrich the retrieved 

results. 

 

Figure 5 Concept of SUNRISE Data Framework (class diagram) 

The Figure 5 demonstrates various components that are aggregated in the data framework. 

The interfacing is the process of allowing users to request scenarios from the data framework 

through the GUI and it is the interaction point between the data framework and the external 

SCDBs via the API. The data processing function handles the scenario grouping and scenario 

tags based on agreed taxonomy. Additionally, the data framework allows for the retrieval of 

scenario data from external scenario databases. Users can query the framework, which then 
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outputs relevant scenarios based on metadata information or scenario labels. This enables 

efficient searching and retrieval of specific scenarios. Finally, Governance defines the process 

for maintaining and improving the data framework. Furthermore, once tests have been 

executed using the scenario data, the results can be conveniently stored into a test results 

database as identified by the user of the data framework. 

Overall, the SUNRISE data framework facilitates the retrieval, processing, and integration of 

scenario data within the associated scenario databases, enabling streamlined data and 

efficient utilisation of scenarios for testing purposes. 

2.3 Scenario database content 

When discussing the contents of a scenario database, it is important to differentiate between 

the scenario database format and the actual scenario database content stored within various 

databases. The scenario database format refers to the structure and organization of 

scenarios, which encompasses aspects such as parameter lists, file formats, metadata types, 

and more. Metadata plays a crucial role in defining scenarios by providing additional 

information that is not inherently part of the scenario content. This includes relevant outputs 

and associated criteria, the source of the scenario data (e.g., expert-created data or data from 

a specific collection campaign), as well as test specifications and plans. 

On the other hand, the scenario database content pertains to the actual scenarios themselves, 

as defined according to the scenario database format. These scenarios can consist of diverse 

data, including information about road networks, environments, weather conditions, dynamic 

objects, and more. Different levels of scenarios exist, as defined in Sunrise deliverable D3.1 

([1]), which uses the definition from [2], as shown in Figure 6. A scenario database could 

contain concrete, logical, and possible abstract scenarios. Functional scenarios will not be 

part of a scenario database as these are not machine-readable. 

 

Figure 6 The relationship between functional, abstract, logical and concrete scenarios ([1]). 
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3 REQUIREMENTS  

3.1 Introduction 

The collection of requirements in task T5.1 of the SUNRISE project is a collaborative effort 

which aims to produce requirements for the data framework. The next sections provide details 

on the process followed to create and agree on the list of requirements. In general terms, the 

requirements have been gathered as follows: 

1. Each partner proposed a list of requirements that are relevant for their context and 

objectives. The requirements should be clear, concise, and measurable, and include 

a definition and a rationale. 

2. The requirements are shared with all the partners through a shared document, where 

they can be reviewed, and edited online. Partners can provide feedback and suggest 

changes. The goal is to ensure consistency, coherence, and alignment with the project 

vision. 

3. Based on the feedback, the requirements are revised and refined during various T5.1 

meetings. The process iterates until all the partners agree on the requirements. This 

may involve merging, splitting, or removing some requirements, and clarifying their 

definitions and scope. 

4. Once all the requirements have been finalised, they are grouped into clusters 

according to their topic or theme. For example, a cluster could be related to User 

Management, API, Interfacing or UI/GUI. The clusters are also shared and debated 

among the partners, to avoid duplication or contradiction. 

5. Each cluster is assigned an unambiguous description, and a unique identifier (e.g., 

CL1) to simplify requirements utilisation in further development stages of the project. 

3.2 Methodologies used to gather the requirements  

All partners involved in this task have elaborated a list of relevant requirements. With a 

heterogeneous group of partners going from academia or research background up to industrial 

partners, a wide variety of partners experiences has been achieved to the topic of the use of 

scenario data for safety assurance of CCAM. 

This has allowed to bring in requirements discussed also at relevant projects in individual 

countries, such as PEGASUS project family [3] in Germany, SAKURA [4] in Japan, or in 

initiatives such as Streetwise [5], Safety Pool [6], ADScene [7], or ArchitectECA2030 [8] 

Besides that, some partners have expertise on specific topics, such as connectivity, 

cybersecurity, or type approval, which has helped to elaborate concrete requirements 

considering those. 
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Furthermore, during the survey activity involving stakeholders in the ecosystem, more than 50 

organizations were contacted at significant international events, thereby ensuring a thorough 

and precise enhancement of these requirements. 

The individual partner descriptions of the methodologies used to gather the requirements are 

listed in Annex 1. 

3.3 Requirement clusters 

To help identify and group requirements that share similar characteristics or attributes, the 

partners have grouped the requirements into clusters. This enables a better understanding of 

the requirements by highlighting the relationships and patterns among them. The 

requirements are being collected in the following clusters. 

Table 1: Clusters definitions 

Nr. Cluster Description 

CL1 User Management This cluster covers handling user access, managing user 

accounts, defining roles, and identifying the main users.  

CL2 Interfacing Refers to requirements related to the interaction and exchange 

of data between the data framework and external scenario 

databases.  

CL3 UI/GUI Involves requirements related to the visual representation of 

data and user interaction with the data framework 

CL4 Database Data 

Processing/Analytics 

Involves requirements related to functionalities to process, 

analyse, and manipulate data within the data framework. 

CL5 Version Control Involves requirements related to tracking and managing the 

versions of scenarios within the data framework.  

CL6 File Attachment Involves requirements related to associate and attach different 

types of files to scenarios within data framework.  

CL7 Structure of 

Scenario 

Representation 

Involves requirements related to organising and categorising 

scenarios data framework 

CL8 Standards 

Alignment 

Involves requirements related to align the input and output 

formats with relevant standards.  

CL9 Scenario 

Filtering/Searching 

Refers to a set of requirements or functionalities related to 

searching and filtering scenarios. 

CL10 Legal and 

Compliance 

Refers to requirements related to the compliance with legal 

requirements, and the protection of legal rights and obligations. 

CL11 Scenario Metadata 

Association 

Involves requirements that focuses on capturing and associating 

essential metadata elements with scenarios.  

CL12 Scenario Metrics Involves requirements related to measuring the quality of 

scenarios within the data framework.  

CL13 Scenario Definition 

and Format 

Involves requirements related to the format and structure of 

scenarios within the data framework. 

CL14 Scenario Data 

Source 

Categorisation 

Involves requirements of the data sources that the data 

framework. 

CL15 Scenario 

Tagging/Labelling 

Involves requirements related to tagging and labelling scenarios 

within the data framework.  

CL16 Test Results  involves requirements related to test results in the data 

framework. 
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CL17 Pre-requisite to 

Success 

Covers the items that are not requirements with regards to data 

framework but are important for the overall success of a Safety 

Assurance Framework as defined by SUNRISE. 

 

3.4 Requirement list 

In this section, the requirements are presented based on the corresponding clusters: 

 

CL1 - User Management Requirements: 

 

Table 2: User Management Requirements. 

Nr. Requirements Description 

RE1 The data system shall allow to create, 

read, update and delete user roles 

and profiles. 

The system shall have capabilities to 

administrate roles of users, with a user profile 

sheet that includes user details, access rights, 

history of actions, etc. 

RE2 The data system shall apply user 

rights to scenarios and other content 

as defined in the underlying scenario 

databases. 

User shall only be able to access its licensed 

scenarios and databases. Not everybody has 

the same rights. 

RE3 The data shall allow to record, inspect 

and delete user history.  

For quality control, it is important to data 

framework. Users also have a right to be 

forgotten, hence the option to delete user 

history. 

 

 

CL2 – Interfacing Requirements: 

 

Table 3: Interfacing Requirements 

Nr. Requirements Description 

RE4 The Data Framework shall allow 

querying of the various underlying 

SCDBs for retrieval of scenario data. 

The Data Framework shall be able to 

communicate with different SCDBs to 

retrieve scenario data when needed. 

RE5 The API of the Data Framework shall 

be designed so that implementation at 

consumer side takes less than a week 

of work. 

The API of the Data Framework shall be 

easy to use and understandable to the 

software engineers linking to the Data 

Framework.  

RE6 The API shall be based on REST-API. The API should be based on state-of-the-art 

and standards (e.g., REST-API). 

 

 

CL3– UI/GUI Requirements: 

     Table 4: UI/GUI Requirements 

 

Nr. Requirements Description 
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RE7 The Data Framework shall provide a 

graphical user interface (GUI) that 

allows searching of scenarios. 

A user interface helps the user to navigate 

through the functionalities of the Data 

Framework, such as searching for relevant 

scenarios, or exporting them into specific 

formats. 

RE8 The Data Framework shall provide a 

GUI that allows exporting scenarios. 

A user interface helps the user to navigate 

through the functionalities of the Data 

Framework, such as searching for relevant 

scenarios, or exporting them into specific 

formats. 

 

 

 

CL4– Database Data Processing/Analytics Requirements: 

 

Table 5: Database Data Processing/Analytics Requirements 

 

Nr. Requirements Description 

RE9 The Data Framework shall provide data 

visualisations. 

The Data Framework shall include data 

visualisation with statistics and graphs about 

the data contained in the database which 

can be accessed as well as the data the 

user has extracted from the scenario 

databases. The visualisation must be easy 

to understand for the user. This requirement 

is linked to RE10 and RE11, since this 

requirement is about the visualisation of the 

data and RE10 and RE11 are about the 

stored information itself. 

RE10 The Data Framework shall provide data 

statistics. 

This requirement is linked to RE9 and 

describes the statistics about the data 

contained in the Data Framework the user 

has access to or the user has recently 

exported. The statistics shall include 

information of the scenarios, number of 

scenarios, parameters, parameter 

distributions, ODD coverage etc. The data in 

this requirement is the basis for the 

visualisation of it described in RE9. 

RE11 The Data Framework shall include a 

data characterisation system. 

This requirement describes the statistics 

that summarise the Data Framework’s data 

state. The statistics shall include information 

of the size of the data (how many scenario 

databases connected, which scenarios, how 

many data per scenario type, which 

parameters per scenario and their 

distributions with mean and standard 

deviation, information about the scenario 

data contributors/uploaders). This data 

characterisation system shall allow the 

administrators and other users to get an 

overview of the state of the SCDBs. The 
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linked requirement for the visualisation of 

these data is RE9. 

RE12 Scenarios should be characterised 

based on their quality. 

A quality metric could be based on the 

quality of parameter ranges and parameter 

combinations as well as on the 

transferability to test cases. 

RE13 The Data Framework shall allow 

revisions in the data processing chain. 

All components of the data processing chain 

in the Data Framework may have updates at 

a later date. 

RE14 The Data Framework shall allow 

automated verification tests for 

consistency of the data format and data 

content. 

The Data Framework must be designed to 

enable automated tests for data verification. 

RE15 The Data Framework shall enable 

addition of additional scenario 

parameters. 

Additional scenario parameters that are not 

included in the input data must be able to be 

added. 

RE16 The Data Framework shall have a 

check for ensuring all data of the 

scenario elements are present during 

download. 

This requirement is linked to RE16 and is 

about the existence of a check for the 

existence of all relevant information per 

scenario element (e.g., junction scenario 

without any road network information) 

RE17 The date framework shall facilitate the 

retrieval of various metrics of a scenario 

(category) if available in scenario 

database across different data sources 

within a specific ODD. 

The underlying metrics of each scenario is 

likely to be different. The data framework 

needs to ease the extraction of diverse 

measurements related to a given situation 

(category), provided they are accessible in 

the scenario database from different data 

origins within a defined ODD. 

RE18 The Data Framework shall provide an 

option for users to store their query and 

query results. 

This would allow the user to track and trace 

their queries and results. This might be 

useful, e.g., to reproduce results or 

artefacts.  

RE19 The Data Framework may contain 

scenarios for testing connectivity and 

cyber-security aspects. 

This would allow the user to track and trace 

scenarios with connectivity and cyber-

security aspects. 

RE20 The Data Framework shall facilitate the 

creation of the copies of scenarios with 

adjusted parameters in local platforms. 

It shall be possible for the users to copy the 

original scenario with adjusted parameters 

and store it as new entry in local platform. 

 
 

 

CL5 – Version Control Requirements: 

 

Table 6: Version Control Requirements 

Nr. Requirements Description 

RE21 The Data Framework shall track with 

which version data of the Data 

Framework and related toolchain was 

created/modified. 

If any of the components of the Data 

Framework have been changed the 

information on the exact version that has 

been used on the processed data must be 

available.  

RE22 
The Data Framework shall track the 

version of the scenario database. 
This means if the scenario database 

undergoes changes to their structure, 



 

D5.1_Requirement-for-CCAM-safety-assessment-data-framework-content_V1.0 24 

content, methodology, queries, them the 

data framework can track the version of the 

scenario database to help ensure 

combability and accurate data retrievable. 

RE23 The Data Framework shall assign the 

corresponding revision version for the 

copied scenario. 

This will facilitate the process of keeping the 

track of the version history of scenarios. 

 

 

CL6 – File Attachment Requirements: 

 

Table 7: File Attachment Requirements 

Nr. Requirements Description 

RE24 The Data Framework shall allow 

different types of files attachments. 

The files are supported files and don’t need 

to be processed such as have pictures, 

videos and other file formats. 

 

 

CL7 – Structure of Scenario Representation Requirements: 

 

Table 8: Structure of Scenario Representation Requirements 

Nr. Requirements Description 

RE25 The data framework should be 

presented the scenarios to the user by 

type, application and certain 

characteristics.  

This could e.g., be a hierarchical structure, 

or tagging. Also, A group of concrete 

scenarios that share certain characteristics 

may be described using a logical, abstract, 

or functional scenario. Similarly, a group of 

logical scenarios that share certain 

characteristics may be described using an 

abstract or functional scenario. 

 

 

CL8 – Standards Alignment Requirements: 

 

 

Table 9: Standards Alignment Requirements 

Nr. Requirements Description 

RE26 The input format (from SCDBs to the 

data framework) shall be compatible 

with agreed standardised formats. 

The format used to input data to the Data 

Framework must be compatible with 

currently relevant formats. 

RE27 The output format of the data 

framework shall be compatible with 

other relevant formats including ASAM. 

The format used to output data from the 

SCDB framework must be compatible with 

currently relevant formats (e.g., ASAM 

OpenDRIVE and OpenSCENARIO). 
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CL9 – Scenario Filtering/Searching Requirements: 

 

Table 10: Scenario Filtering/Searching Requirements 

Nr. Requirements Description 

RE28 The Data Framework shall allow 

querying of scenarios via API and GUI. 

One of the main purposes of the Data 

Framework is to enable retrieving scenarios 

from the different scenario databases. To 

enable an API or GUI to retrieve a selection 

of the scenarios, the data framework shall 

support performing queries on the different 

underlying scenario databases. 

RE29 The Data Framework shall enable 

querying similar scenarios from 

different databases using the same 

query. 

As per RE38, the Data Framework enables 

querying scenarios from different scenario 

databases. It would be cumbersome and 

impractical if the query should be different 

for obtaining the same (type of) scenario 

from different databases. To avoid this, the 

Data Framework shall include, if necessary, 

any translation of the query for individual 

scenario databases. 

RE30 The Data Framework shall be able to 

query and filter based on agreed 

taxonomy (meta data.) 

Meta data includes e.g., how the scenario 

was created or recorded, when it was 

recorded, which format it is stored in. 

E.g., ASAM OpenLABEL 

 

RE31 The Data Framework shall filter 

scenarios based on ODD and OD. 

ODD and OD includes e.g., type of traffic 

area, traffic conditions, environment. 

RE32 The Data Framework shall filter based 

on omissions (NOT statement). 

If the user desires a specific scenario and 

wants to exclude certain elements (e.g., no 3 

assets or no pedestrians), the user should 

be able to filter it. 

RE33 The result of a query with the Data 

Framework shall be reproducible. 

For the sake of reproducibility, it is very 

useful if the result of a query can be 

reproduced. Note that this does not 

necessarily mean that the same query 

should always result in the same outcome; 

especially if scenarios are added to the 

individual scenario databases, the same 

query might produce more results. However, 

it should still be possible to alter the query 

(e.g., by adding a date range for when the 

scenarios have been added to the individual 

scenario databases) such that the same 

result is obtained. 
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CL10 – Legal and Compliance Requirements: 

 

 

Table 11: Legal and Compliance Requirements 

Nr. Requirements Description 

RE34 The Data Framework shall respect the 

usage of raw personal information 

according to national and international 

privacy laws. 

This means that privacy laws such as GDPR 

or laws from relevant countries should be 

respected and also that some scenarios 

might not be available in other countries, if a 

scenario does not match corresponding 

privacy laws. Furthermore, the data 

framework shall only accept anonymised 

scenario data. 

RE35 Copyrights and licenses must be 

present and visual for the user with 

respect to all data sources in the 

pipeline. 

This requirement is about the copyright and 

license information of the source of the 

exported data, the Data Framework itself 

and the source databases. These copyright 

and license information must be included in 

any kind of GUI and exported files. 

RE36 Data framework shall comply with 

relevant cybersecurity best practices 

and standards. 

This means relevant cyber security best 

practices (e.g. access control for 

authentication and authorisation) has be 

complied with. This will enable a robust 

security. 

RE37 The Data Framework shall be hosted in 

a secure cloud environment. 

Cloud hosting provides reliability and 

flexibility at a manageable cost. 

 
 

CL11 – Scenario Metadata Association Requirements: 

 

 

Table 12: Scenario Metadata Association Requirements 

Nr. Requirements Description 

RE38 The data framework shall contain 

scenario meta information, based on 

agreed taxonomy (meta data) 

Meta information like data source, type of 

data, version, timestamp, proposed 

measures, manual or system driving, etc. 

must be included in the output data. 

RE39 Copyright shall be part of the output 

data, based on agreed taxonomy. 

This requirement is the copyright and 

license information of the data source that 

shall be contained in the output data (can be 

also comments in the OpenSCENARIO and 

OpenDRIVE files). 

RE40 The data framework should include the 

definition of mandatory and optional 

parameters based on agreed 

taxonomy/ontology. 

Including naming conventions for these 

parameters. 

RE41 Scenario Metadata, based on agreed 

taxonomy, shall include:  

origin of the scenario data, 

scenario added date, 

In order to know whether scenarios are 

relevant for the safety assurance of an ADS, 

it might be useful to know the origin of the 

scenario data. For example, the scenario 
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whether the ADS was activated, could be made up by certain experts, the 

scenario could be extracted from vehicle 

data or observed from road-side data. 

 

CL12 – Scenario Metrics Requirements: 

 

Table 13: Scenario Metrics Requirements 

 

Nr. Requirements Description 

RE42 A scenario shall contain a definition of 

the output/result requirements. 

Which signals are required as output (e.g. 

collision, lane centre offset, maximum 

acceleration/jerk, throughput/time. 

RE43 Scenario should define which outputs 

are the most relevant. 

This enables making a standardized 

overview of results from a test results 

database. 

RE44 The metrics provided in the data 

framework shall be consistent with 

requirements from end users. 

The Data Framework shall include metrics 

that are used for further analysis of the 

selected scenarios. Those metrics shall be 

aligned with the ones used for requirements 

of safety assessment, which can be defined 

either by end user or by bodies such as 

Regulators or Euro NCAP. 

RE45 It shall be possible to obtain indicators 

on the completeness of the scenario 

data for a specific ODD. 

For using the scenario data for the safety 

assurance of a system, it is important to 

know how complete the data is in relation to 

the ODD of the system. 

RE46 The Data Framework shall support 

scenario Scoring/rating e.g., similarity, 

criticality, based on agreed taxonomy 

(meta data.) 

 

Help filtering and scoring scenarios by 

identify the critical and similar scenarios. 

 

 

CL13 – Scenario Definition and Format Requirements: 

 

Table 14: Scenario Definition and Format Requirements 

 

Nr. Requirements Description 

RE47 The Data Framework shall be 

compatible with the following 

databases: Safety PoolTM Scenario 

Database, Scenius, Moove, ADScene, 

VVMethods, and Streetwise.  

The data format from popular databases 

shall be readable for the Data Framework 

and when using scenarios, the responsibility 

of individual SCDBs to create mapping to the 

Data Framework. 

RE48 The required and optional 

parameters/fields shall be defined. 

A scenario can have specific parameters, 

which are not relevant for other scenarios. 

RE49 The Data Framework shall support both 

concrete and logical scenarios. 

Preference to have logical scenarios in 

the connected SCDBs if available. 

Logical scenarios are more flexible to use, 

as they cover a variety of concrete 

scenarios, and could be used to let a 

simulation tool loop over the variations 

automatically. 
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RE50 The Data Framework shall allow 

definition of parameter ranges and/or 

parameter value sets. 

To enable defining logical scenarios. 

Protocol scenarios can require a fixed set of 

parameter values. Hence a single value, a 

range, and a parameter set must be allowed 

in the database format. 

RE51 The scenarios shall include the 

probabilities for the different parameter 

ranges/sets, if available 

This can allow to improve the SuT for most 

probable cases first. 

RE52 The data framework should ensure 

output scenarios in format that allows 

automated execution in simulation 

environments. 

No manual steps should be required after 

getting the scenario data, up to running the 

simulation and obtaining simulation results. 

RE53 Scenarios shall contain a human-

readable description. 

A brief description, so the user knows what 

this scenario is about. 

RE54 All scenarios shall have the required 

fields filled with relevant data. 

This ensures that the scenarios can be 

queried in a consistent way. 

RE55 Logical scenario shall cover a variety of 

concrete scenarios. 

This can be a range for scenario parameters 

or a multitude of parameter sets. 

RE56 Scenario description shall be complete, 

such that a concrete scenario can be 

derived unambiguously. 

Scenario definition should leave no room for 

interpretation. 

RE57 The input format shall include dynamic 

objects, map data and weather 

information and represent changing 

road network information. 

In order to be able to describe scenarios 

adequately, some information must be able 

to be included in any data inputted into the 

Data Framework. 

RE58 The output file(s) shall satisfy the 

requests of the user for specific version 

and content and must be valid 

regarding version and content. 

Abstract scenarios OpenSCENARIO >= v2.0 

|| logical scenarios with (offered) parameter 

distributions OpenSCENARIO >= v1.2 || 

concrete or parameterised scenarios 

OpenSCENARIO >= v1.0. 

Users can select the version of 

OpenScenario 

RE59 The data framework shall check if the 

output of scenario of individual 

databases  are in agreed 

format/language(s)  

 

Any scenario description language may 

be acceptable at SCDB level as long as 

the SCDB owner provides means to 

convert/translate or adapt to the 

harmonised SUNRISE scenario 

language(s). 

This means that the output of the individual 

SCDBs which interact with the data 

framework shall be in an agreed 

standardised format. This format may be 

standard formats like ASAM 

OpenSCENARIO 1.X, ASAM 

OpenSCENARIO 2.X, BSI Flex 1889, Scenic 

etc. 

RE60 The data framework shall enable 

scenarios with different formats that 

are: human-readable, executable and 

retrievable from database, if scenarios 

have these format. 

OpenSCENARIO and OpenDRIVE are two 

different files/formats, so the human-

readable file might also be in a different 

format as well. 

RE61 The data framework should enable 

scenario definition to have optional 

capabilities to handle V2X, if scenarios 

have these format. 

V2X enablers can be part of the data 

framework. 
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CL14 – Scenario Source Categorisation Requirements: 

 

 

Table 15: Scenario Source Categorisation Requirements 

Nr. Requirements Description 

RE62 All data should be traceable to its origin 

(original input data). 

Data that is processed by the Data 

Framework must be able to be traced to its 

source scenario database 

RE63 The data framework shall allow feeding 

of data coming from various data 

sources. 

This allows data enrichment, including also 

data gathered in past EU projects (e.g., 

L3Pilot, Hi-Drive). 

 

 

CL15 – Scenario Tagging/Labelling Requirements: 

 

 

Table 16: Scenario Tagging/Labelling Requirements 

Nr. Requirements Description 

RE64 The data Framework shall allow 

flexibility depending on end user of 

“results”. 

E.g., reasonably foreseeable scenario is 

within ALKS but maybe not within Euro 

NCAP 

There may be different safety assessment 

needs, depending on the origin of the 

requirement (e.g. Regulation or Euro NCAP, 

or own criteria). This shall be reflected in the 

data framework. 

RE65 The data framework shall contain a 

labelled scenario database. 

SCDBs connected to the data 

framework shall contain labelled 

scenarios 

The labelled scenario database consists of 

scenarios with tags and labels and describes 

the events in a scenario, means scenario 

data and meta data. 

RE66 The data framework may be able to 

auto validate scenarios based on ODD 

tags and behaviour tags (for scenario 

parameters) defined by ASAM 

OpenLabel tags, based on agreed 

ontology 

When the user retrieves a scenario, the data 

framework should check that the tags are 

genuine. 

 

 

CL16 –Test Results Requirements: 

 

 

Table 17: Test Results Storage Requirements 

Nr. Requirements Description 

RE67 It may be possible for a user to store 

results of tests for the scenarios in a 

common format via the data 

Test results are not stored in the Scenario 

data framework itself, but in a user specific 

database closely linked to the scenario 

database. 
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framework in any of the connected 

SCDBs.  

RE68 It may be possible to retrieve earlier 

stored test results via the data 

framework from the connected 

SCDBs. 

Test results can be retrieved by searching for 

scenario, test date, etc. 

RE69 Search of test data may be linked to 

the scenario search which is done via 

the data framework 

This e.g. would allow searching for scenarios 

that have not been tested yet. 

RE70 The data framework may provide an 

overview of the main result 

parameters for retrieved test results. 

When searching for test results, the data 

framework could e.g., show a table with a 

summary of the main results. 

 
 

CL17 – Factors and pre-requisite to Success: 

 

 

Table 18: Pre-requisite to Success Requirements 

Nr. Requirements Description 

RE71 The hosting method of the data 

framework shall be defined. 

It must be defined, if the data framework will 

be hosted in a cloud, on specific servers or 

with another hosting method. 

RE72 Incentives for stakeholders shall be 

considered. 

It should be clear why a stakeholder wants 

to use the data framework and not directly 

specific databases. 

RE73 The usage for scientific stakeholder 

shall be defined. 

It must be defined what kind of access 

scientific stakeholders obtain, either if it is 

the same for industry or if this access might 

be tailored to scientific usage. 

RE74 The legal form of the data framework 

shall be defined. 

It must be considered, if the data framework 

will be operated by a company or an 

association. 
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4 CONCLUSIONS 

In this deliverable, detailed and comprehensive requirements are defined for the SUNRISE 

data framework and federated scenario databases, by including the interfacing between the 

data framework and the scenario databases that connect to it, searching for scenarios, 

presenting scenarios to the end user, and the storing/retrieving of test results. Additionally, a 

clustering of the requirements was made according to their topic or theme. The methodology 

used, led to the production of 74 distinct requirements, distributed in 17 clusters (see section 

3). Each of the aforementioned distinct requirements is uniquely tagged to be referred by other 

WPs within the SUNRISE project, such as WP7 on use cases and framework demonstration 

instances development. The gathered requirements for the data framework cover the 

standards and governance, and a set of rules of scenario definition and format. This will be 

essential for the necessary provisions for seamlessly accommodating future scenarios and 

their parameters as part of the data framework and constituting the scenario databases. 

The requirements have been gathered through collaboration among partners from diverse 

backgrounds, encompassing academia, research, and industry. This effort yielded a 

comprehensive set of requirements for the utilization of scenario data in ensuring the safety 

of Connected and Automated Mobility (CCAM) systems. Moreover, during the survey efforts 

involving stakeholders in the ecosystem, more than 50 organizations were contacted, ensuring 

a thorough refinement of these requirements (See Annex 1). 

The present work can also be utilised mainly in Task 5.2 and Task 5.3, which are related to 

data framework harmonisation, quality metrics development, interface synchronisation, and 

architecture development. Furthermore, this effort will aid in the completion of Task 6.1 and 

Task 6.2 by establishing guidelines for the format of scenario inputs and outputs within the 

data framework. 
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ANNEX 1: GATHERING METHODOLOGIES 

The methodologies used to gather the requirements used by the different SUNRISE 

participants are listed below: 

BASt: The majority of requirements were extracted from the results of an internal project that 

developed an architecture and role model for the operation of a successful scenario database 

in Germany. Relevant requirements were extracted and translated to requirements for the 

data framework of SUNRISE. Further ones were developed on the existing ones to improve 

the analysis capabilities for different scenarios. As such a data framework is vital for regulators 

to develop regulations, many requirements concern the success of the data framework. 

ICCS: The approach to extract requirements stood thematically around connectivity and 

cyber-security issues, since they are both main aspects to enrich a SCDB with essential 

information. Procedurally, an internal consultation round concluded to several statements 

around the above issues, which consequently were brought to the task level and aligned 

accordingly, taking their final structure. 

IDIADA: The approach followed to extract requirements has been based on the extensive 

experience of IDIADAs’ team on dealing with safety related matters from a technical service 

perspective. Internal discussions within the team have been the main tool to identify the most 

critical requirements for the SUNRISE’s federated database and its utilisation. This database 

will be crucial for type-approval related activities; therefore, the success and adoption of the 

database have been a major point while deriving the requirements. 

Ika: The requirements were gathered based on the extensive experience that ika has gained 

through the development and maintenance of existing scenario databases in projects such as 

Pegasus and VVM. To accomplish this, expert knowledge was utilised to identify the most 

pertinent requirements for these databases and their utilisation within the comprehensive 

federated scenario database layer envisioned for the SUNRISE project. 

Siemens: The requirements have been gathered by brainstorming within our team. Some 

structure to the brainstorm session was given by grouping requirements in 3 levels (Data 

framework, scenario database format, and scenario database contents). Finally, the obtained 

set of requirements was reviewed by the team. 

Toyota Motor Europe: The approach followed has been based on the experience that our team 

has in dealing with data for safety assessment, trying to clarify requirements at different levels, 

starting from type of data used and formatting, up to the need to understand what the data 

framework purpose is for as well as the SCDB content. The requirements may differ depending 

on the usage purpose, so TME referred to experience from the SAKURA project which also 

developed an SCDB for safety assessment in Japan. This project included aspects such as 

the need to clarify users, purpose, requirements of the SCDB content as well as input data 

used. 
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TNO: TNO obtained requirements for the data framework using an internal discussion with 

experts working on the data-driven scenario database StreetWise [9]. These experts have 

extensive contacts with partners that are using the StreetWise methods to extract real-world 

scenarios from data and to collect those scenarios into a database that is used for the 

verification and validation of ADSs. In addition to this, stakeholders of the StreetWise SCDB, 

such as road authorities, consumer organisations, and OEMs have been consulted for 

acquiring additional requirements for the data framework. 

University of Warwick (UoW): UoW has complied the requirements based on our research and 

standardisation activities in Safety assurance [10], scenario-based testing [11][12][13][14], 

ODD [15][16][17][18], virtual test environment validation [19][20], databased development 

[21]. In addition, our network with various stakeholder and expert groups through our R&D 

activities and Safety PoolTM [6] initiative enabled us to form a broad and comprehensive view 

point, they include regulators, research institute, Tier-1 supplier, OEMs, system developers, 

test engineers. The safety assurance process contains scenario, execution environment, and 

analysis at a high level, underpinned by ODD and behaviour. As part of survey activities of the 

various stakeholders in the ecosystem, over 50 organisations were contacted through our 

engagement via a Safety PoolTM Scenario Database booth at the Driving Simulation 

Conference 2022 (Sep 2022), ASAM International Conference 2022 (Nov 2022), and 

Autonomous Vehicle Test & Development Expo Stuttgart 2023 (June 2023). 

Vicomtech: The proposed requirements have been gathered by a team of researchers with 

experience in scenario-based testing, aiming to cover the needs of research and industrial 

partners on the utilisation of the SUNRISE data framework. Where possible, requirements 

have been detailed so as to consider specific technical challenges, such as data formats. All 

requirements have been formulated as natural language sentences that can be interpreted as 

imperative requirements the platform shall fulfil. Such format simplifies interpretation and 

minimises ambiguities. 

 


